
Data Governance 
 

 
For data to be meaningful, it must be easy to find and easy to understand. That makes it easy 
to trust. But balancing data innovation with data discipline isn’t always simple. 
 
Establishing data as a strategic asset, improving data 
integrity across the business, and realizing the importance 
and true benefit of information are not easy and depends 
on collaboration within an organization. Today, politics, 
funding, and unsatisfactory results have slowed or halted 
many data programs. Stakeholders are cautious of being 
sold on exotic solutions and unattainable promises. Without 
the right tools in place, the right stakeholders on board, and 
data citizens engaged, risk can expand and business growth 
will be constrained. With constant regulatory presence, 
market unpredictability, insatiable internal demand for 
answers to increasingly complex questions, and 
shareholder demand for better returns and greater 
traceability to financial results, organizations need better 
data stewardship. This is why Data Governance is important 
– it is about establishing the right data management 
disciplines to address these challenges, mitigate risk, and 
ensure that a company’s data stays available, usable, 
trusted, and secure. Companies need to recruit data citizens 
– individuals who will fight for their right to share data that’s 
more reliable, transparent, and productive. 
 
Why is managing data such a challenge? 
Poor data management weakens an organization’s ability to 
conduct business – effectively manage customers, deliver 
timely products and services and grow profitably. Without 
sound data controls, regulatory compliance and reporting 
could be affected, putting your company at risk under such 
regulations and initiatives as Health Insurance Portability 
and Accountability Act (HIPPA), Anti-Money Laundering 
(AML), and Know Your Customer (KYC). For the financial 
services industry, this would also include the likes of Basel, 
Solvency, Global Data Protection (GDPR) and other 
regulations requiring the disclosure of how data is actually 
managed in your business. Data management challenges 
can reveal themselves in various ways – some businesses 
find privacy a key driver, while others might find that big 
data is the catalyst driving their adoption of a strong data 
governance strategy. Data management challenges can 
manifest themselves in different ways, including: 
 Missed business goals and objectives 
 Misaligned initiatives as a result of uncoordinated funding 
 Unclear accountability of  data integrity and lack of 

remediation’s for system risks 
 Redundant, inaccurate data proliferated across disparate 

data silos 
 An inability to adapt to the accelerating rate of market 

and regulatory change 
 Inappropriate use of technology to manage data across 

the enterprise 
 Political and organizational imbalance 
 

What evidence exists to support these 
observations? 
The Data Warehousing Institute estimated that data quality 
problems cost US businesses more than $600 billion per 
yeari. 
 
A survey conducted by Kalido iispecified a number of 
significant market trends such as: 
 54% of respondents have no way to measure the 

performance of their data management activities, and 
76% have no framework to assign business value to data 
management 

 49% do not manage or master data anywhere but in 
unrelated applications 

 22% maintain rigid boundaries between business and IT 
 75% of data citizens/business users have no insight into 

who or what has produced the data fueling their business 
 88% felt that data quality was either poor or narrowly 

managed 
 Even though nearly 70% have data-related policies and 

rules, they don’t have structure around them to drive 
behavioral change 

 
In an independent Data Governance Surveyiii, 60% of 
participants indicated that business units were responsible 
for data governance across the organization and fewer than 
10% said they have dedicated data stewards. 
 
A Data Governance Institute survey ivfound only 29% of 
respondents measured the cost of poor data quality, and 
only 23% of successful programs had the following 
characteristics: 1) A data governance mission statement; 2) 
A clear and documented process for resolving disputes; 3) 
Good policies for controlling access to data; 4) Effective 
logical models for key business data domains; 5) Business 
processes either defined at a high level or fully documented 
at several levels and available for data governance; 6) 
Regularly scheduled data quality assessments; and, 7) A link 
between program objectives and team/personal objectives. 

 
What should organizations do? 
To remove these challenges, Paradigm recommends 
organizations focus on the following areas: 
 Business case – Establish and assign measurable 

business value to the transformation required to enable 
Data Citizens 

 Solution blueprint – Develop a holistic view of the 
information requirements and performance measures 
required by each process and stakeholder 
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 Data management – Identify how best to organize, 
maintain and sustain data to achieve the capabilities 
defined in the solution blueprint 

 Risk management – Design risk mitigation strategies 
necessary to address change and adopt these strategies 
as solutions are deployed 

 Operating model – Create cross-functional teams and 
clearly identify the decision-making authorities who can 
propel data transformation projects forward 

 Technology and automation – Select the appropriate 
tools for business and IT to mitigate system risks, manage 
common definitions and reduce ineffective, expensive 
manual processes 

 Continuous improvement – Recognize that change is 
inherently part of everything. Institute regular and 
frequent updates to optimize the approach, deliverables, 
organization, resources and skills 

 
Leading organizations employ these strategies to create a 
more active data governance framework. 
 
Case Study 

How can Paradigm help you succeed? 
Paradigm is uniquely positioned to bring the right expertise 
and technology to help assess and refine your data 
governance practices. Successful data governance should 
be a company-wide initiative with the right tools in place, 
the right stakeholders on board, and data citizens engaged. 
But knowing where and how to start is important. Paradigm 
can lead organizations in understanding the strategic value 
of a data management program by:  
 Conducting a rapid assessment of the current 

environment, data management maturity, and capacity to 
adopt the necessary changes  

 Identifying goals, objectives and performance measures 
for the required changes 

 Linking data management to business processes, 
supported by practical principles and policies  

 Developing or enhancing the target-state business, 
technical and data architectures 

 Target Operating Model:  Establishing the organization, 
operating model and metrics to measure the success and 
effectiveness of the program 

 Defining the road map, sequence and interdependencies 
of various initiatives to manage the introduction and 
adoption of the changes 

 Delivering the needed to technology to enable, manage 
and monitor a Data Governance program i.e. Collibra, 
Informatica: AXON, Business Glossary, Meta Data 
Manager, Data Quality. 

 
Summary 
Companies that relentlessly pursue available, usable, 
trusted, and secure data can – grow revenue, mitigate risk, 
and lower costs. As a market leader, Paradigm offers the 
right combination of business and technology “know how”. 
Specifically: 
 Practiced Professionals – Our information engineers 

have over 14 years of experience. Many have come 
directly from industry, and all of them have driven highly 
successful data programs; and 

 Proven Knowledge – Paradigm’s knowledge base can 
quickly enable data citizens or help steer “in-flight” data 
management initiatives. This knowledge has helped our 
clients reduce time to market, reduce implementation 
costs, and lower risks. 
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Situation—Large GSE 
Facing significant regulatory pressure to reduce risk and 
operational costs, this company needed to streamline five 
key areas — customer satisfaction, customer on-boarding, 
agreement management, pricing and delivery. To support 
the transformation, the company recognized the need for 
data governance to institute better data management and 
accountability for data quality and compliance reporting. 

Approach 
The enterprise underwent a three-year strategic IT 
transformation initiative to rationalize its portfolio of 155 
applications. This included reducing point-to-point 
interfaces, improving business process orchestration and 
automation, increasing data sharing and reducing data 
redundancy. A team of 15 executives led the data 
governance project and facilitated the introduction and 
adoption of approved changes. 

Result 
Within the program’s first 18 months, the organization 
experienced noticeable results, including: 
 The definition of 76 critical data elements that required 

controls 
 Improved data management policies for interfaces, 

access, integrity and integration across the 155-
application portfolio 

 Streamlined application change management and 
development coordination 

 Improved performance measures to manage data 
initiatives that identify business process risks due to data 
quality issues and undocumented application interfaces 


